
 

 

 

 

Could You Survive a Cyber Attack?  

You will have undoubtedly seen and heard about recent cyber-attacks and the impact 

they’ve had on thousands of users.  Such cyber-attacks are becoming more frequent and 
random but what is even more concerning is that so many of us are exposed to these 
attacks. 

Ask yourself, should something like this happen to you, what would you do?  

60% of small businesses suffered a Cyber Security Breach in 2014.  

We would like to make you aware of the Cyber cover which will be extremely beneficial to 

you.  This type of cover isn’t standard; instead it’s personalised to your own needs. 

What Are the Risks? 

Risks of cyber-crime include, but are not limited to: 

 Risks to money and assets 
 Breaches of confidential information 

 Structure and financial instability 
 Business continuity 
 Bogus firms 

 Reputational damage 
 Human Error 

We live in an age were cyber-attack methods are becoming ever more sophisticated.  

Human Error also plays a part 

 23% of people open phishing emails and of this number 10% open the attachment 

in the email 

 The cost of fixing a data breach of 1,000 records is between £33-£35 per record 

 40% of people download work files to personal devices  

 50% take confidential information when leaving  

 30% move data to file sharing apps without permission 

Can you really afford to take the risk? 

Please give Harrison Law a call on 01384 375555 to discuss these covers in more detail.  

  

 

 

 

 

 


